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Disti. Portal first login instruction 
2024/3/12 revised 

If your email account is a Microsoft account, please follow these steps to complete the login.  

1. After your account has been created, you will receive an email notification like below, click “Accept 
invitation”.  
(If you haven’t received the invitation but your account was created successfully, please use the link 
below to access the PROD Portal. 
Disti. Portal PROD URL:   https://disti.nuvoton.com/ ) 

 
 

2. Click “Portal User” 

 
  

https://nam12.safelinks.protection.outlook.com/?url=https%3A%2F%2Fdisti.nuvoton.com%2F&data=05%7C02%7Chuang.qi%40dxc.com%7Ce0290e0d59744d0dfe3d08dc3c2444f4%7C93f33571550f43cfb09fcd331338d086%7C0%7C0%7C638451373726732357%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=HJXnskI9johVArpEi8YDD5CqLwU6BskCTzxuhLtywcQ%3D&reserved=0
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3. Input the email address that you provided to create a Portal Account 

 
 

4. Then it will be taking to your own organization’s sign-in page  
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5. Input your account password and click “Sign in.” 

 
 

6. Click “Text+…...” and you will receive a verification code on your phone. 
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7. Check the code that you’ve received and input the code, click “Verify.” 

 
 

8. Click “Accept” 

 
 

9. Until now, you have completed the first-factor authentication. The steps below are for the second-

factor verification. There are two methods for the second-factor authentication; choose the one you 

prefer. 

 

❖ Method 1:  Use the code generated by the Microsoft Authenticator app for 

second-factor authentication. 
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Notice: Firstly, please make sure that you have downloaded Microsoft Authenticator app on your phone. 

You can find it in the app store on your phone. 

 
1) Click “Next” 

 
 

2) Click “Next “ 

 
 

3) Open Microsoft Authenticator app on your phone to scan the QR code

 

How to Scan the QR Code: 

4) Open your Microsoft Authenticator app on your phone. 
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5) Click “+” On top right corner to add the account to your Microsoft authenticator app. 
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6) Select “Work or school account.” 
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7) Click “Scan QR Code” 
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8) Scan the QR code which displayed on your browser 

9) Added successfully and you can use the one-time password codes generated by this app to verify 

your sign-ins. 
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10) Check the Code in Microsoft Authenticator of your phone and enter the code, then click “Next”. 

 
 

11) Pops up a message “Authenticator app was successfully registered.” Your default sign-in method is 
Authenticator app now. Click “Done.” 

 
 

12) Enter your account email and click “Register”. 
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13) Click “I agree with these terms and conditions” and click “continue”. 
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14) The system will take you to the Profile page where you can maintain your information. You can 
then continue with other operations by clicking the corresponding menu. 

 
 
 

❖ Method 2:  Receive a one-time password on your phone for the 

second-factor authentication.  
1) Click “I want to set up a different method “and click “Next.” 

 
 

2) Choose “phone” 
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3) Click “Confirm” 

 
 

4) Choose Country code and enter your phone number, then click “Next.” 

 
 
5) “Enter the code received on your phone to log into the system.
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6) The system pops up a reminder message:” Verification complete. Your phone has been registered.” 

Click ‘Next’. 

 
 

7) The default sign-in method will be phone. Click “Done” 

 
 

8) Enter your account email and click “Register”. 
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9) Click “I agree with these terms and conditions” and click “continue”.  
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10) The system will take you to the Profile page where you can maintain your information. You can then 
continue with other operations by clicking the corresponding menu. 

 
 

 

 

 

 


